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Common Vulnerabilities and Exposures (CVEs)

CVE1. CVE-2018-8956 for a vulnerability disclosed by me in NTP protocol. More details at
https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2018-8956
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